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Cyber insurance is a viable method for cyber risk transfer. However, it has been shown that in the presence of a profit-maximizing insurer, the cyber insurance does not improve the state of network security as compared to the no-insurance scenario. In this work, we consider a single profit-maximizing insurer with voluntarily participating insureds. We are particularly interested in two distinct features of cybersecurity and their impact on the contract design problem. The first is the interdependent nature of cybersecurity, whereby one entity's state of security depends not only on its own investment and effort, but also the efforts of others' in the same eco-system (i.e., externalities). The second is the fact that recent advances in Internet measurement combined with machine learning techniques now allow us to perform accurate quantitative assessments of security posture at a firm level. This can be used as a tool to perform an initial security audit, or pre-screening, of a prospective client to better enable premium discrimination and the design of customized policies. We show that security interdependency leads to a "profit opportunity" for the insurer, created by the inefficient effort levels exerted by interdependent agents who do not account for the risk externalities when insurance is not available; this is in addition to risk transfer that an insurer typically profits from. Security pre-screening then allows the insurer to take advantage of this additional profit opportunity by designing the appropriate contracts which incentivize agents to increase their effort levels, allowing the insurer to "sell commitment" to interdependent agents, in addition to insuring their risks. We identify conditions under which this type of contract leads to not only increased profit for the principal, but also an improved state of network security. The following figure shows an example and implies if the pre-screening is accurate enough, the firms invest more in security after purchasing an insurance product.
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