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Why The Fu Cares

1. Erosion of public trust in science
2. Legislators need scientists for good decisions
3. Federal support for research and education

4. Tenure enables risk taking to benefit society
5. Many of you could make a difference in DC
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Vannevar Bush, MIT professor, Chuck Vest, U-M COE Assoc. Dean, MIT President What the public
Memex Analog Computing, Created NSF national science policy, OpenCourseWare, NAE thinks of us



Opportunities For You

Federal advisory committees A

Congressional testimony

Advanced
Cyberinfrastructure (ACI)

Computing and Communication
Foundations (CCF)

Computer and Network

Systems (CNS)

Information & Intelligent
Systems (lIS)

CCC (where did your NSF program come from?)
Advocate for science and engineering



Just LIKE TEAMWORK. ONLY WITHOUT THE WORK.

Any opinions, findings, and conclusions expressed in this material are those of the authors and do not necessarily reflect the views of sponsors.

Images: indiamart, clker.com, despair.com



Roles of Adviso
Committees

Any opinions, findings, and conclusions expressed in this material are those of the authors and do not necessarily reflect the views of sponsors.
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Will You Prosper on a FACA?

= If you like to write letters and L Goneral Millsnc

General Offices
Post Office Bex 1113

are willing to persist for years e
until bureaucrats give up
their resistance for the

Mr. Kevin Fu

public good e
= Then you'll enjoy it. :

) or )
disappointment with Strawberry Fruit Bars.

portion of the package you sent indicates it was fresh product.
A you probably know, when merchandise is shipped from a plant it
may go through several channels of distribution before it reaches its
final destination. Unfortunately, sometimes a product may be exposed
to changes in temperature or atmosphere that can affect its quality.
We have no control over storage facilities for merchandise after it is

the possession of distributors, but we are concerned when we
learn that a product has been delivered in unsatisfactory condition

m If you just want to write your s St S s Moo you vl e
next research paper

%l
| YO U W O n ’t |

PINEDOD49870209CR 3201

Goneral Oias and Betty Crochar Dachess ot 9200 Wiyants Beclivard
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General Mills, Inc.
General Offices

Post Office Bex 1113
Mimmeapalis. Miznesata $5440
Jeanette Eckiund, Manaper

Contamer Respoenta & lrvestigation
Quality Contred Department

February 10, 1987

Mr. Kevin Fu

Oecar Mr. Fu:

Thank you for your letter. We are sorry 0 learn of your
disappointment with Strawberry Fruit Bars.

The portion of the package you sent indicates it was fresh product.
As you probably know, when merchandise is shipped from a plant it
may go through several channels of distribution before it reaches its
final destination. Unfortunately, sometimes a product may be exposed
to changes in temperalure or atmosphere that can affect its quality.

We have no conlrol over storage facilities for merchandise after it is
in the possession of distributors, but we are concerned when we
learn that a product has been delivered in unsatisfactory condition,

An adjustment is enclosed for your purchase, We hope you will continue
o use and enjoy General Mills' products.




MEMBERSHIP

Links are provided for those board members that submitted their biographies. All
bios are in .PDF format.

Matthew W. Thomlinson, Chairperson

General Manager, Trustworthy Computing Security
Microsoft

TEL: 425-706-9115 FAX: 425-706-7329

Email: Matthew Thomlinson

(Information Security & Privacy Advisory Board) S suces,

Email: Christopher Boyer

Julie Boughn

Acting Deputy Director for Operations,

Center for Medicare and Medicaid Innovation DHHS/CMS
TEL. 410-786-3316

Email: Julie Boughn

Kevin Fu

Associate Professor,
EECS Department,

The University of Michigan
Phone: 616-594-0385
Email: Kevin Fu

Greg Garcia

Principal

Garcia Cyber Partners
TEL: 443-510-8641

Email: Greg Garcia

Brian Gouker

NSA Visiting Professor
U.S. Army War College
TEL: 717-245-4727
Email: Brian Gouker

Toby Levin
(Retired)
Email: Toby Levin

Edward A. Roback
US Department of Treasury
Email: Edward Roback

Phyillis A. Schneck
McAfee, Inc.
TEL: 703-463-2300

Email: Phyllis Schneck

Gale S. Stone

Deputy Assistant Inspector General for Audit
Social Security Administration

TEL: 410-965-9723 FAX: 410-965-1232
Email: Gale Stone

Peter J. Weinberger

Senior Software Engineer

Google, Inc.

TEL: 212-565-4907 FAX: 212-565-0001
Email: Peter Weinberger

Theory: Aggressiveness « 1/Dressiness o sl OFFICERS

National Institute of Standards and Technology
TEL: 301-975-2006 FAX : 301-975-8670
Email : Annie Sokol

BOARD SECRETARIAT

Matthew Scholl — Alternate Designated Federal Officer
National Institute of Standards and Technology

TEL: 301-975-2941 FAX : 301-975-8670

Email: Matthew Scholl



ler National Institute of Standards and Technology SEARCH CSRC: _ GOl

Information Technology Laboratory

"y ! ABOUT MISSION CONTACT STAFF  SITE MAP

Computer Security Division

Computer Security Resource Center

CSRC HOME GROUPS PUBLICATIONS DRIVERS FEDERAL REGISTER NOTICES NEWS & EVENTS ARCHIVE

CSRC HOME > GROUPS > SMA > ISPAB
ISPAB »

Membership INFORMATION SECURITY AND PRIVACY ADVISORY
Meetings BOARD (ISPAB)

News & Events The Information Security and Privacy Advisory Board (ISPAB) was originally
Activities created by the Computer Security Act of 1987 (P.L. 100-235) as the Computer

System Security and Privacy Advisory Board. As a result of Public Law 107-

Pocumentation 347, The E-Government Act of 2002, Title Ill, The Federal Information Security
Management Act of 2002, the Board's name was changed and its mandate was
R amended.
Quicklinks
+ Request for Nominations Scope/Objectives:

2012 NIST Request for Nominations + |dentify emerging managerial, technical, administrative, and physical

safeguard issues relative to information security and privacy;

+ Advise the National Institute of Standards and Technology (NIST), the
Secretary of Commerce and the Director of the Office of Management and

+ Federal Advisory Committee Act (FACA)

Follow ISPAB: Budget on information security and privacy issues pertaining to Federal
Government information systems, including thorough review of proposed
n Facebook standards and guidelines developed by NIST.
YoullT™: + Annually report its findings to the Secretary of Commerce, the Director of the
Youtube Office of Management and Budget, the Director of the National Security

& Agency and the appropriate committees of the Congress.

4 Twitter

EXZ8 RSS Feedss The Board's authority does not extend to private sector systems or federal
systems which process classified information. Their objectives and duties

include:

The membership of the Board consists of twelve members and a Chairperson.
The Director of NIST approves membership appointments and appoints the
Chairperson. The Board meets quarterly throughout the year and all meetings
are open to the public. The Board invites public comments on its activities and
the objectives the Board should undertake. Comments can be directed to
Matthew Scholl.



ACTIVITIES

One of the major objectives and responsibilities of the Information Security and
Privacy Advisory Board is to identify emerging managerial, technical,
administrative, and physical safeguard issues relative to information security
and privacy.

The focus of the Board's work for 2009 will be in the following areas:

+ Privacy technology

+ Essential Body of Knowledge

+ Industry Security Officers Best Practices

+ Trusted Internet Connection

+ Federal Desktop Core Configuration

+ Homeland Security Policy Directive 12

+ |PvB

+ Biometrics and ID management

+ Security metrics

+ Geospatial security and privacy issues

+ FISMA reauthorization (and other legislative support)
+ Information Systems Security Line of Business — (ISS LOB)

+ National security community activities in areas relevant to civilian agency
security (e.g., architectures)

+ Supervisory Control and Data Acquisition (SCADA) security
+ Health care IT

+ Telecommuting Security

+ Senior Management's Role in FISMA Review

+ Use and Implementation of Federal IT Security Products

+ Social Networking and Security

+ The Einstein Program The role of chiefs (such as Chief Privacy Officer and
Chief Security Officer)

+ NIST's outreach, research, and partnering approaches

+

Cyber security leadership in the Executive Branch

Thaca wnrle nlanc will ha niirciiad within tha haininde of tha IRDAR ~Ahartar



Lifecycle of Issues

= Presentations and panels at public committee meeting
= Q/A with committee

= Ask the question

= Distill the problem

= Determine what action to take, if any

= If warranted, write letter to appropriate officials

= Some boring stuff...

= Consider follow-up and new topics for the next meeting
= Repeat

spqr.eecs.umich.edu e Prof. Kevin Fu ¢ Roles of Advisory Committees



http://csrc.nist.gov/groups/SMA/ispab/
Exa m p I € Lette r documentation.html#correspondence

INFORMATION SECURITY AND PRIVACYADVISORYBOARD

Established by the Computer Security Act of 1987
[Amended by the Federal Information Security Management Act of 2002]

March 30, 2012

The Honorable Jeffrey Zients
Acting Director, US Office of Management and Budget
Washington, DC 20502

Dear Mr. Zients,

[ am writing to you as the Chair of the Information Security and Privacy Advisory Board
(ISPAB or Board). The ISPAB was originally created by the Computer Security Act of 1987
(P.L. 100-35) as the Computer System Security and Privacy Advisory Board, and amended by
Public Law 107-347, The E-Government Act of 2002, Title III, The Federal Information
Security Management Act (FISMA) of 2002. One of the statutory objectives of the Board is to
identify emerging managerial, technical, administrative, and physical safeguard issues relative
to information security and privacy.

At the Board meeting of February 1-3, 2012, the Board discussed the issue of maintaining
security in medical devices that are increasingly operated by software connected to the public
Internet. possibly through wireless connections. The Board heard experts discuss how lack of
cybersecurity preparedness for millions of software-controlled medical devices puts patients at
significant risk of harm. Specifically, software-controlled medical devices are increasingly
available through and exposed to cybersecurity risks on the Internet; examples range from
desktop computers controlling radiological imaging to custom embedded software found in
pacemakers. With increasing connectivity comes greater functionality and manageability, but
also increased risks of both unintentional interference and malicious tampering via these
communication channels.

Further complicating this picture, the economics of medical device cybersecurity involves a
complex system of payments between multiple stakeholders -- including manufacturers,
providers, and patients. At the same time, no one agency has primary responsibility from
Congress to ensure the cybersecurity of medical devices deployed across this spectrum;

Board Secretariat: National Institute of Standards and Technology
100 Burcau Drive, Stop 8930, Gaithersburg, MD 20899-8930
Telephone: 301/975-2938 *** Fax: 301/975-4007

spqgr.eecs.umi u e Prof. Kevin Fu ¢ Roles of Advisory Committees




March 30, 2012

The Honorable Jeffrey Zients
Acting Director, US Office of Management and Budget
Washington, DC 20502

Dear Mr. Zients,

I am writing to you as the Chair of the Information Security and Privacy Advisory Board
(ISPAB or Board). The ISPAB was originally created by the Computer Security Act of 1987
(P.L. 100-35) as the Computer System Security and Privacy Advisory Board, and amended by
Public Law 107-347, The E-Government Act of 2002, Title III, The Federal Information
Security Management Act (FISMA) of 2002. One of the statutory objectives of the Board is to
identify emerging managerial, technical, administrative. and physical safeguard issues relative
to information security and privacy.

At the Board meeting of February 1-3, 2012, the Board discussed the issue of maintaining
security in medical devices that are increasingly operated by software connected to the public
Internet, possibly through wireless connections. The Board heard experts discuss how lack of
cybersecurity preparedness for millions of software-controlled medical devices puts patients at
significant risk of harm. Specifically, software-controlled medical devices are increasingly
available through and exposed to cybersecurity risks on the Internet; examples range from
desktop computers controlling radiological imaging to custom embedded software found in
pacemakers. With increasing connectivity comes greater functionality and manageability, but
also increased risks of both unintentional interference and malicious tampering via these
communication channels.

Further complicating this picture, the economics of medical device cybersecurity involves a
complex system of payments between multiple stakeholders -- including manufacturers,
providers, and patients. At the same time, no one agency has primary responsibility from
Congress to ensure the cybersecurity of medical devices deployed across this spectrum;



The Honorable Jeftrey Zients
Acting Director, US Office of Management and Budget
Page 2 of 3

agencies involved include Centers for Medicare and Medicaid Services (CMS) and Food and
Drug Administration (FDA) in Department of Health and Human Services (HHS), as well as
the Department of Defense (DOD), Department of Veterans® Affairs (VA), and Department of
Homeland Security (DHS), among others. Given the complexity of the technical issues
involved, the Board finds that diffusion of responsibility when it comes to cybersecurity of
medical devices raises growing concern.

In addition, there is an economic disincentive for reporting of vulnerabilities and incidents — a
hospital, for example, can incur liability by reporting a problem. A lack of meaningful data on
medical device cybersecurity can lead to cybersecurity unpreparedness because cybersecurity
problems that go unreported can increase a false impression of preparedness due to lower
incident counts. This lack of reported incidents also results from a lack of effective reporting
mechanisms from clinical settings to the Government about cybersecurity threats in medical
devices.

The Board made the following observations from the panel discussion:

e There is a diffusion of Government responsibility for cybersecurity of medical devices,
leading to lack of accountability and oversight.

e Current medical device reporting methods, primarily captured through FDA, are not
designed to capture indicators of medical device cybersecurity problems.

e Medical devices used in the home raise additional cybersecurity risks, given the less
trustworthy nature of the home environment.

¢ The Government has multiple ways to address cybersecurity for medical devices,
including regulation through FDA, purchasing power through CMS, information
distribution through numerous agencies, and education and awareness to home users
and medical providers.

Based on the Board’s discussion and findings, we offer a number of recommendations:

1. A single Federal entity (such as FDA) should be assigned responsibility for taking
medical device cybersecurity into account during pre-market clearance and approval of
devices, and during post-market surveillance of cybersecurity threat indicators at time
of use.

2. FDA should collaborate with National Institute of Standards and Technology (NIST)
scientists and engineers to research cybersecurity features that could be enabled by
default on networked or wireless medical devices in Federal settings. For instance, a



The Honorable Jeffrey Zients
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medical provider should not have to download new software, such as an anti-virus
product, to achieve an acceptable baseline of cybersecurity. Cybersecurity features in
medical devices should be active at the time of purchase by the Government, and should
be easily and transparently configurable by a provider at the time of use; this can
translate into improved cybersecurity in device acquisition across a broad spectrum of
buyers.

3. The Government should assign a lead entity (such as Health Resources and Services
Administration (HRSA) or FDA in HHS) to establish better training and education that
informs users, health care organizations, and manufacturers about the risks associated
with networked and wireless medical devices. This lead organization should make
information readily available to all parties upon receipt of a medical device, as well as
part of the “instructions for use” for the users.

4. Because medical devices are increasingly Internet-based, United States Computer
Emergency Readiness Team (US-CERT) should create defined reporting categories for
medical device cybersecurity incidents. Coordination is necessary with US-CERT to
establish mechanisms that incentivize Government, providers, and manufacturers to
collect cybersecurity threat indicators so that the country is prepared for the inevitable
growth in device incident reports.

5. Further study is needed to determine whether additional policy or legislative changes
are necessary to promote medical device security.

The Board appreciates the opportunity to provide views on this emerging and important issue.
We welcome further discussion at the Administration’s discretion.

Sincerely,

1 /7

aniel J. Chenok
Chair, ISPAB

cc: The Honorable Kathleen Sebelius, Secretary, Department of Health and Human Services
Steven VanRoekel, Administrator of E-Government and Information Technology and CIO,
OMB
Howard Schmidt, Cybersecurity Coordinator, National Security Council,
Mark Weatherford, Deputy Undersecretary for Cybersecurity, DHS
Patrick Gallagher, Director, NIST



Recent Speakers/Panelists

= Federal agencies

" DHS, DOD, NIST, SSA, OIG, OMB, GAO, GSA, DOJ, Treasury,
Agriculture, NSF, Peace Corps, Education, Federal Reserve Board,
US Int’l Trade Commission, FDA, ONC, CMS, VA, ATF, State, Air
Force Surgeon General, NSA, FDIC, FCC, National Academies

= The Hill

" Senior Intelligence and Defense Advisor
" Senate Committee on Homeland Security & Governmental Affairs

® The White House

* Director of Cybersecurity
* OSTP

= Stakeholders
= Companies (mainly communications), academics, hospitals, etc.

spqr.eecs.umich.edu e Prof. Kevin Fu ¢ Roles of Advisory Committees



Why Serve Under FACA?

= | earn about real-world problems outside the ivory tower
= Constructive criticism before ideas compiled to policy

= Meet interesting people with complex policy challenges
=" Don’t do it for merit badges, do it to make an impact

0o I 201
Government Unfunde ndates inal Rule

in the Sunshine Act Reform Act (UMRA) (Second Promulgation

of Regulations)
FA[E !tatute Advance§ Eotice Advancg Hotnce of

enacted of Proposed Rulemaking Proposed Rulemaking
(First Regulation) (Revision to
‘ | Regulations)
——|
.

I | @ U0 6 5 o e a e ool e o B |
- Z
+
I

' .I ' ' .l . . . - - - . ._.
l . .J . .) l L .J . . I . L . . l . .J . . I L L .j . .J ?J . .
Committee ganagement Executive gr!er Imai ;uie Eecutlve Sji Eectronic
Secretariat Begins 12024 (First Promulgations) Order 12838 | Data Collected
Operating
OMB Circular A-63 0 rcular Eg http//WWWgsagOV/

A-135 Amendments

of 1997 portal/category/101111
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Surprises

= A surprising number of
* Smart people in government
" Smart Congressional aides

= But occasionally...
= Acronym soup: FACA, EO, my!
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Epilogue: Five Years Later

= \Wrote cybersecurity advisory letter to HHS in March 2012
= Took 2 years for government to listen

= Took 3 years for White House to call
=" Took 4 years to Congress to demand it
= Took 5 years to cycle back to research

MUNICATIONS
JECATION
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How to Get Invited for Congressional
Testimony



US Senate Discusses How Phoneprinting Can Protect
Americans from Another IRS Breach

Last week, the IRS announced that, from February through mid-May this year, criminals accessed the past tax
returns of 100,000 Americans using the IRS website. Yesterday, the US Senate Committee on Homeland Security &
Governmental Affairs held a hearing to learn more about what went wrong at the IRS, and what steps could be
taken to protect American’s personal information going forward.

»

’Gox*rnmcn

510342

2015 Senate Hearing: IRS Data Breach

2016 House Hearing:
IoT Hacking

'\\/:“ i

“IN\vA D W A\

CYBERSECURITY g 1
Internet of Things (IOT) C-SPAN2

The connection of any device with the Internet

o . c-span.org
or with other network-enabled devices




Senate Science Forum

Prof. Teri Odom of Northeastern (Chemistry + MSE), NSF Director France Cordova
(astrophysics), Senator Lamar Alexander (TN), Prof. Kevin Fu (cybersecurity), ...

80974

https://www.nsf.gov/news/mmg/mmg_disp.jsp?med_id



COMPUTING
COMMUNITY
CONSORTIUM (CCC)

Kevin Fu
Computing Community Consortium




COMPUTING COMMUNITY CONSORTIUM

The mission of Computing Research Association's Computing Community

Consortium (CCC) is to catalyze the computing research community and enable
the pursuit of innovative, high-impact research.

Visioning Computing Research Community
— Workshops _ Open
— Blue Sky Ideas Conference Tracks National Agency Blue Sky Visioning
Outreach Priorities Requests Ideas Calls
— Outputs of Visioning Activities
— Short Reports / White Papers

— Task Forces Council-Led Community

Communicating Workshops Visioning
— CCC Blog (http://cccblog.org)

— @Great Innovative Ideas

— Computing Research: Addressing National
Priorities and Societal Needs

Nurturing next generation of leaders
— Postdoc Best Practices
— Industry — Academic Collaborations
— Computing Innovation Fellows (ClFellows) Project Public Funding Science Policy
— Leadership in Science Policy Institute Agencies Leadership

Reports ¢ White Papers
Roadmaps < New Leaders




COMPUTING RESEARCH ASSOCIATION

The CCC is a standing committee of the Computing Research Association, whose
mission is to enhance innovation by joining with industry, government and academia
to strengthen research and advanced education in computing by influencing
leadership, policy, and talent development.

Association

A~ A P~
O 1 O )
CCC CERP CRA-E CRA-W

Computing Community Computing Research Computing Research Computing Research
Consortium Association Association Association
ducatior




THE CCC COUNCIL

Terms ending June 2019

e Sampath Kannan, UPenn
* Maja Mataric, USC

* Nina Mishra, Amazon

* Holly Rushmeier, Yale

Terms ending June 2018

* Liz Bradley, (CU Boulder)

« Cynthia Dwork, Microsoft Research
e Kevin Fu, Univ. Michigan (Leave)

e Daniel P. Lopresti, Lehigh University
e Shwetak Patel, Univ. Washington

e Katherine Yelick, UC Berkeley

e Jennifer Rexford, Princeton

* Ben Zorn, Microsoft Research

Terms ending June 2017

* Lorenzo Alvisi, UT Austin

* Randy Bryant, CMU

* Vasant Honavar, Penn State
* Debra Richardson, UC Irvine
e Klara Nahrstedt, UIUC




THE CCC COUNCIL - EXECUTIVE COMMITTEE
* Members:
— Beth Mynatt, Georgia Tech (Chair) R s o

— Mark Hill, University of Wisconsin, Madison
(Vice Chair)

— Greg Hager, Johns Hopkins Univ. (Past Chair)

— Ben Zorn, Microsoft Research
— Jennifer Rexford, Princeton
— Ann Drobnis, Director

— Andy Bernat, CRA Executive Director

e Guide council activities
e Advise nominations committee




IMPACT: ARCHITECTURE

p g Par and Scalability (XPS)

PROGRAM SOLICITATION

NSF 13-507

Architecture 2030 Workshop @ ISCA
2016

CCC report out: Read the final report here.

Video recordings: Watch the video recordings here.

Architecture Research over the

I Arch2030: A Vision of Computer
Next 15 Years

ccc
e ———
o

2016 2016

Luis Ceze Tom Wenisch Mark Hill
Washington  Michigan Wisconsin




A Funny Thing Happened On the Way to the Forum:
A Policy, Tonight!




A Funny Thing Happened On the Way to the Forum:
A Policy, Tonight!

1(Eox " LENA EPSTEIN
[‘EWS‘ FMR. TRUMP CAMPAIGN MICHIGAN CO-CHAIR

- channel THE O’REILLY FACTOR: 20
)LENCE s#FoXNEws JUDGE APPROVES $25 MIL TRUMP UNIV SETTLEMENT ... RULIN:




A Funny Thing Happened On the Way to the Forum:
A Policy, Tonight!

The Opinion Pages = or.Eb CONTRIBUTORS @hc Ncw ﬂork @ilucs
By Investing in Science, Trump Can Strengthen the Economy

By MICHAEL S. LUBELL and BURTON RICHTER FEB. 16, 2017

Science and technology have powered America’s economic engine for more
than 70 years. But federal support has been getting leaner. The nation is
spending about 60 percent of what it did 30 years ago on federal research
and development as measured against the total economy. In other words,
this spending is becoming a smaller percentage of the gross domestic
product.

That’s a big problem, because many of our global competitors in Europe
and Asia have been ramping up their research spending with a goal of
knocking us off our scientific and economic pedestal.

Now President Trump is in the position to do something about it.

During his campaign, he hammered away at the historically slow growth of
the American economy during the Obama years. He repeatedly pledged to



Opportunities For You

Advanced

Federal advisory committees  EEEEiIc

Computing and Communication

Congressional testimony Foundations (CCF)
. Computer and Network

CCC (where did your Systoms (CNS)
Information & Intelligent

NSF program come from?) Systems (15)

Advocate for science and engineering
More | can tell you over tea/beer/bread

Think bigly



"To extend our leadership during our third
century, I want to help us disseminate our work
and share our expertise in a more conspicuous and
public manner," Schlissel says. "This will advance
our mission as a public university by better
connecting U-M's broad intellectual power to areas
of society where research and understanding can
make a difference in lives and communities."

April 19, 2017

"I believe greater faculty engagement outside the confines of the

academy will also help the public to better understand ML | RESEARCH

the fll]-l Value Of Our actiVities 9 " SChliS S el S ayS . RESEARCH AT U-M RESOURCES FOR RESEARCHERS NEWS & ISSUES MAJOR INITIATIVES

Kristina Ko

AND HERE'S 'M'IIMBEII

/
1 A

CALLME MAYBE

Working out of U-M's Washington, D.C., office, Ko advocates and coordinates federal interactions for the U-M research enterprise,

[]
Kevl n [ ] I WI LL H 00 K YO U U P ' keeping Congress, the executive branch, federal agencies, res
(] [ organizations apprised of the achievements, needs and opportunities ity’s research community. She also
informs and advises U-M faculty and administrators on federal legisla gulatory and research policy developments that affect
all me to get involvead.

the conduct of research on campus, and works with other institutions to develop appropriate responses.
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COMPUTING COMMUNITY CONSORTIUM

The mission of Computing Research Association's Computing Community
Consortium (CCC) is to catalyze the computing research community and enable
the pursuit of innovative, high-impact research.

CCC conducts activities that strengthen the research community, articulate
compelling research visions, and align those visions with pressing national and
global challenges.

CCC communicates the importance of those visions to policymakers,
government and industry stakeholders, the public, and the research
community itself.



THE RAPIDLY EXPANDING WORLD OF
COMPUTING

Medicine and Global Health

I Energy and
Education / Sustainability
Security and
Scientific Privacy
Discovery

Technology for
— Development

Transportation

Interacting with the

_

Physical World

Neural __—
Engineering

/

Elder Care \ Graphic: Lazowska

Accessibility CCC
Computing Community Consortium
Catalyst




AN OVERVIEW OF THE
COMPUTING COMMUNITY CONSORTIUM

» Established in 2006 as a standing committee of the

Computing Research Association (CRA)
* Funded by NSF under a Cooperative Agreement

 Facilitates the development of a bold, multi-
themed vision for computing research —and

communicates this vision to stakeholders
* Led by a broad-based Council

e Staff based at CRA




THE CCC COUNCIL — PAST MEMBERS

— Greg Andrews, Univ. Arizona

— Debra Crawford, Drexel

— Susan Davidson, Univ. PA

— Joseph Evans, Univ. KS

— Bill Feiereisen, LANL

— Limor Fix, Intel

— Stephanie Forrest, Univ. New Mexico
— Lance Fortnow, Georgia Tech

— Susan Graham, UC Berkeley

— Eric Horvitz, Microsoft Research
— Chris Johnson, Univ. Utah

— Anita Jones, UVA

— Frans Kaashoek, MIT

— Dave Kaeli, Northeastern

— Dick Karp, UC Berkeley

— John King, Univ. Michigan

— Hank Korth, Lehigh

— Ed Lazowska, Univ. of Washington, CCC Founding
Chair

Peter Lee, Carnegie Mellon

Ran Libeskind-Hadas, Harvey Mudd
Andrew McCallum, UMass

John Mitchell, Stanford

Robin Murphy, Texas A&M

Tal Rabin, IBM Research

Daniela Rus, MIT

Fred Schneider, Cornell

Margo Seltzer, Harvard

Shashi Shekhar, Univ. MN

Bob Sproull, Formally Oracle

Karen Sutherland, Augsburg College
David Tennenhouse, New Venture Partners
Josep Torrellas, UIUC

Dave Waltz, Columbia

Ross Whitaker, Univ. Utah

@

CCC

Computing Community Consortium
Catalyst




CRA STAFF

CCC Director: Ann Drobnis
— 100% CCC, responsible for day-to-day
management of the Organization
Senior Program Associate: Helen Wright

— 100% CCC, responsible for promoting the CCC
mission through the website, blog, and social
media

Program Associate: Khari Douglas

-
— 100% CCC, responsible for supporting CCC special “
programs, workshops, and communications

CRA Executive Director: Andy Bernat
— 20% CCC, responsible for general oversight

Other CRA Staff:

— Peter Harsha, Director of Government Affairs
— Sandra Corbett
— Sabrina Jacob

CCC

Computing Community Consortium
Catalyst




ACTIVITIES

Visioning
— Workshops
— Blue Sky Ideas Conference Tracks

Outreach
— Outputs of Visioning Activities
— Short Reports / White Papers
— Task Forces

Communicating
— CCC Blog (http://cccblog.org)
— Great Innovative ldeas

— Computing Research: Addressing National Priorities and Societal Needs

Nurturing next generation of leaders
— Postdoc Best Practices
— Industry — Academic Collaborations
— Computing Innovation Fellows (CIFellows) Project
— Leadership in Science Policy Institute

CCC

Computing Community Consortium
Catalyst

@




RECENT VISIONING WORKSHOPS

Cyber Social Learning Systems August 29-30, 2016
November 2-3, 2016
January 23-24, 2017

AAAI Symposium on Accelerating Science November 17-19, 2016
A Grand Challenge for Al

Smart Health and Health IT December 5-6, 2016

Sociotechnical Cybersecurity December 12-13, 2016
August 8-9, 2017

Cyber Security for Manufacturers Workshop March 14-15, 2017
— Joint with MForesight

AAAI Symposium on Al for Social Good March 27-29, 2017



CCC BLOG

Top 10 Posts in the Past Year

* Where the Jobs Are- 2016 Edition

*  What Computer Science Can Teach Us About Robotics

* Another Perspective on the White House NSCI Workshop

e National Academy of Sciences Elects New Members

 White House National Strategic Computing Initiative Workshop

e Great Innovative ldea- Python Tutor

e Check out our new website!

e CCC White Paper- Systems Computing Challenges in the Internet of Things
 Understanding the Google computer, and making it better

e First Person: “Life as a NSF Program Director”
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Computing Community Consortium
Catalyst




EAT

Innovative.

ZIDEAS

Showcasing the exciting new research and ideas
generated by the computing community

Automated In-Patient Monitoring in the ICU with Application to Septic Shock
Prediction
May 17, 2018 / in Great Innovative Ideas /

The following Great Innovative Idea is from Katie Henry, a current PhD student in computer science at
Johns Hopkins University. In addition to the department, Henry is also part of the Malone Center for
Engineering in Healthcare, the Institute for Computational Medicine, and the Center for Language and

Speech Processing. Henry her poster, A in-patient in the ICU with
application to septic shock iction, at the CCC S ym on Computing Research, May 9-10, 2016. |

o
The Innovative Idea

v
Traditi to disease iction involve a panel of experts selecting a small set of clinically '
meaningful measurements and using these to tabulate a score. While useful, these scores are limited
because they require manual definition and testing for each new disease and are limited to features that are easy for a human to compute in
their checklist. Instead, we can use ine learning techni to i learn features from inely data in i
health records (EHRs) that predict which patients are at highest risk of ing a given ad! 1. As a test case, we developed
TREWScore, a targeted real-time early warning score for septic shock, a whole body infection that causes organ dysfunction and dangerously
low blood pr While best i for are still under debate, there is consensus that early intervention is critical, Current

approaches to identify septic shock use checkiists 1o detect septic shock at the actual onset of shock (systolic blood pressure < 90 mmHg);
however, TREWScore was able to identify patients with a median 28 hours prior to septic shock onset at a sensitivity of 0.85 and
corresponding specificity of 0.67. Additionally, over two-thirds of patients were identified prior to any sepsis-related organ dysfunction.

Impact

Septic shock is the 11'" leading cause of death in the United States and with $15.4 billion in annual health care costs, it has the highest
associated added costs of any ICU condition. While the true impact of a septic shock prediction score like TREWScore has to be validated in a

Embedding Ethical Principles in Collective Decision Support Systems

April 6, 2016 / in Great Innovative ldeas /

The following Great Innovative Idea is from Francesca Rossi from the University of Padova. Rossi and her
colleagues Joshua Greene (Harvard University), John Tasioulas (King's College London), Kristen Brent
Venable (Tulane University), and Brian Williams (Massachusetts Institute of Technology) published a paper
called Embedding Ethical Principles in Collective Decision Support Systems which was one of the
winners at the Computing Community Consortium (CCC) sponsored Blue Sky Ideas Track Competition at
the 30th Association for the Advancement of Artificial Intelligence (AAAI) Conference on Artificial
Intelligence (AAAI-16), February 12-17, 2016 in Phoenix, Arizona.

The Innovative Idea v

We intend to model both ethical principles and safety constraints in ( ive) ion making syst We believe that current Al
frameworks to model and reason with preferences, as well as risk-bound reasoning engines, can be adapted to achieve our goal.

Impact

Many Al systems are designed to work in real-life scenarios where ethical considerations are an important issue. Think of self-driving cars,
elder care assistive technology, and social robots. Designing and building ethic jant will ibly impact all these application
domains.

Other Research

| work on symbiotic environments for group decision making, where the envi (such as the ing room) is ial in providing
support for the group of people who need to make a decision. | also work on computational social choice, igning innovative fi rks to




TASK FORCES

CCC task forces are organized around national priorities, community needs,
and council member interests and abilities. Our current set of topics are:

 Computing in the Physical World

e Convergence of Data and Computing
* Artificial Intelligence and Robotics

* Healthcare

e Privacy and Fairness

Goal is for CCC to be engaged in ongoing activities around these topics, to
identify needs and opportunities in the topic area, and to identify actions
(generating white papers, convening a workshop, publicizing information, etc.)
that have the possibility of “moving the needle” for these topics.
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COMPUTING IN THE PHYSICAL WORLD
TASK FORCE

Chairs: Ben Zorn and Shwetak Patel Recent Activities:
_ * When Everyday Objects

0L ek iatel Become Internet Devices: A
Il St ©f Science Policy Agenda panel
Research Washington yAg P

at AAAS 2017
Current Members:

) Daniel Greg U ine Activities:
5ey|n I':tu . Lopresti MorrisoH pcoming Activities:
M?é\;ﬁ;?nyo Lehigh Cornell * Response to NITRD Smart
Uni it Uni it M R
Ve e Cities and Community
Beth : Jennifer Stratesic Pl
Mynatt ¥ Bl Klara Rexford rategic Flan
Georgia Nahrstedt Princeton .
Tech UIUC University |8  White paper about key
research investment in
Debra y _ .,
Richardson Intelligent Infrastructure
UC - Irvine

White Papers: e Coordination with CRA Govt

* Safety, Security, and Privacy Threats Posed by Accelerating Affairs
Trends in loT

Embedding Computing Innovations into our Cities and
Communities (in process)




CONVERGENCE OF DATA AND COMPUTING
TASK FORCE

Chair: Vasant Honavar Recent Activities:
* Accelerating Science:

Vasant A Computing Research Agenda
hionavar white paper
Penn State bap

e Co-sponsor of the AAAI
Symposium on Accelerating
Science: A Grand Challenge for
Al

* Discussions with DARPA

e White papers and coordination

Current Members:

Klara

Nahrstedt
= | lllinois,
Urbana-
Champaign

Georgia Mark Hill | -

Wisconsin,
Madison

with PCAST
Holly h T
Rushmeier Kathy Yelick Upcoming Activities:
Yale UC - Berkeley * Accelerating Science:
White Papers: A Grand Challenge for Al
* Challenges to Keeping the Computer Industry workshop report

Centered in the US
 Democratizing Design for Future Computing

Platﬁorms



Al AND ROBOTICS
TASK FORCE

Chairs: Greg Hager and Eric Horvitz Recent Activities:
- e Co-sponsorship of AAAI

Gregory Hager Eric Horvitz Sym p.05|um on Art/fICIa/
JohfigiHapkins Microsoft Intelligence for Social Good
Research

_ « Advances in Artificial
Current Members: Intelligence Require Progress
. Across all of Computer

Randy Bryant Vasant Sci hi
Carnegie Honavar c./ence.w Ite .paper .
Mellon Penn State * Discussions with Partnership

on Al
* AAAS Flash Talk and Panel on
Socially-Assistive Robotics

Maja
Mataric
USC

Upcoming Activities:
* Accelerating Science:
A Grand Challenge for Al

workshop report

White Papers In Process:

 An Actionable Agenda for Al
 Work Through Human Augmentation
* White Paper on Safe Al



HEALTHCARE
TASK FORCE

Chair: Beth Mynatt Recent Activities:

* Workshop and Executive Summary:

Beth Mynatt Discovery and Innovation in Smart and

Georgia Tech Pervasive Health
Current Members: | * Workshop series on Cyber Social Learning
| Gregory Systems
Kevin Fu Hager
University of Johns Attended the AAAS meeting in Feb 2017

Michigan Hopkins

and held a press briefing on Health in Your
Pocket: Diagnosing and Treating Disease

Nina Mishra Patel with Smart Phones
Amazon . .
University of . e ene
Washington Upcoming Activities:

* Discovery and Innovation in Smart and
Pervasive Health December, 2016

White Papers In Process Workshop Report

* Population Health Surveillance and Response
* Transforming Aging




PRIVACY AND FAIRNESS
TASK FORCE

Chairs: Cynthia Dwork and Sampath Kannan  Recent Activities:
e Published a white paper called

Privacy-Preserving Data Analysis for

Cynthia . : Sampath
Harvard ‘ Kannan the Federal Statistical Agencies (joint
University University of with the Census Bureau)

Pennsylvania

* Visioning Workshop on Sociotechnical

Cybersecurity- December, 2016
Elizabeth
Bradley
University of
Colorado,
Boulder

Lorenzo Alvisi
University of
Texas, Austin Upcoming Activities:

* Writing a white paper to encourage

NIST to create a Standards Body

Vasant e Organizing four Fairness Workshops
Honavar for late 2017 and early 2018
Penn State

White Papers In Process
* An Ontology for Fairness




IMPACT: HEALTH IT

NG COp
5 i\l 4,0

5> v
October 2009 Workshop
OnsoRTo™ . - . .
National Science 4 > \Il]“()“ill SCIC”CL‘ F(,)llndilll(,)n
Foundati National Lib 'S
undaton i}c’M"Zdiéinr:ry _— WHERE DISCOVERIES BEGIN
Computir}g
o L Directorate for Computer & Information Science & Engineering
Discovery
and American SMART HEALTH AND WELLBEING (SHW)
T Innovation in r I;/Iedical —
Health IT Informatics
Health S
Re::arc%a;id e CONTACTS
Quality - -
N e See program guidelines for contact information.
. . andards and
Office of the National Technology
Coordinator for Health
In?grrmlgsoﬂrTg::hneoallogy SYNOPSIS
Smart and Connected Health (SCH)
g PROGRAM SOLICITATION
@ . NSF 13-543
' REPLACES DOCUMENT(S):
NSF 12-512
o COMPUTING AND A National Science Foundation
HEALTHCARE:
e N E O PO R NGES Directorate for Computer & Information Science & Engineering
Division of Computing and Communication Foundations

[ S ENEDRE NS

Division of Computer and Network Systems
Division of Information & Intelligent Systems

Directorate for Engineering

Directorate for Social, Behavioral & Economic Sciences

m) National Institutes of Health
WWAV.Cra. nfgfccc.“

October 2012 Workshop

CCC

Computing Community Consortium
Catalyst




IMPACT: BIG DATA

Big-Data Computing: Creati
breakthroughs in commerce,

Randal E. Bryant Randy H. Katz
Carnegie Metlon University of
University California, Berkeley}

Motivation: Our Data-Driven World

Advances In digtal sensors, Communications, computatic
Collecticns of Gata, Capturing Information of value to busi
society. For example, search engine companies such a5
Created an entirely new business by Capturing the inform|
Wide Wed and provicing It to people In useful ways. The]
Bytes of data every day and contirnally 303 mew serviced
Girections, and mage retrieval. The sacietal benedts of

Raving transformed how people find and make use of ]

Just &5 search engines have transformed how we access
data computing can and will transform the activites of ¢
medial practiioners, 3nd our nation's defense and intel
Inchude

o Wal-Mart recently contracted with Hewlett Packard tof
Capatie of strng 4 petabytes (4000 trilion bytes) of
purchase recorded by their point-of-sale terminals (o4
Gay) at ther 6000 stores woridwide. By agplying may
can detect patterns indcating the effectiveness of the
campaigns, and better manage their inventory 303 s

o Many soertfic ciscpines have become data-driven
Is really Just o very large digital camera. The proposs
Telescope (LSST) wil scan the sky from a mountaint)
bytes of image data every day - & data volume equall
Surveys dally! Astroromers will apply massive compd
the onigins of our universe. The Large Madron Collidel
will revoluticnize Our understanding of the workings
terabytes of Gata per Gay - 15 petabytes (15 miion
eScience projects are proposed or underway in 8 wh
biclogy 10 environmental science t0 oceanography, T|
enormous data sets that astomated analyss is requi)
Impractical to repiicate Copies at the sites of indhvidu
POO! Ehelr res0urCes to Construct 8 large dats center
for 8 of the affikated sciertists.

¥ For the mast cument verweon of the essay. 5 wel o4 seated e

o‘\nﬁ Con,

icC

“Onsoao™

% A CATA

for

CXL, the Big-Ow
semance, data- |

Leads for this workshop and for effort

Racdy Bryert (Chnegle Melicn University) ang

CCC council liaison for this workshop and o
€9 Lazowska (Usiversity of Washington)
Hacdoop Summit

Sonmarn S ¢ e
Hacoop Is an open source proje g
based systams. 3t inciudes » clstributed file
Paratiel rotation for expressing Both element

CCC-LED WHITE PAPERS

Big Data and National Priorities

From Data to Knowledge to Action: A Global Enabler for the 21s!

Enabling the Smart Grid;z 189

Enabling a Revolution in New Transportation |m 184

Enabling Personalized Education ) 19 11
Enabling an Initiative in "New Biology™ jz L H)]

Data-intensive

This symposium covered 8 broad range of b

asects of Gata.Intenive Computing, Inc
botn sclentific and informatien-based appUcau

PRTCPNTS  RESOURCES  H1LATIO ey

E '] Intelligy and Decision-Making for Americ

Enabling 21st Century Discovery in Science and Engineering [j

Contact: Rick Woul
Lsa Joy

FOR IMMEDIATE RELEASE
March 29, 2012

OBAMA ADMINISTRATION UNVEILS “Big
ANNOUNCES $200 MILLION IN NEW R

Aiming 1o make the most of the fast-growing volume of
Adminsstration today announced a 'Big Data Resoarch
improving our abidity to exiract knowledge and insghts
collections of digital data, the intiatve promises 10 help|
pressing chalienges.

To launch the initiative, six Federal dopartments and ag

“In the same way that past Federal investments in infor
Gramatic H0vancos in supercomputng and the creation
are launching today promises to transform our abiity to
discovery. emvdronmental and biomedical research, edul
said Dr. John P. Holdren, Assistant to the President andg
Office of Science and Technology Policy.

To make the most of this opportunity, the White House
Technology Policy (OSTP)—in concert with several Fed
agencies—created the Big Data Research and Develop)

o Advance state-of-the-an core neods
manage. analyze. and share huge quantities of ¢
* Hamess these technologies to accelerate the pay
engineering, strengthen our national securty, af

loarning; and
» Expand the workforoe needed to develop and usf

THE FEDERAL BIG DATA

RESEARCH AND DEVELOPMENT

STRATEGIC PLAN

THE NETWORKING AND INFORMATION

TECHNOLOGY RESEARCH AND
DEVELOPMENT PROGRAM

NITRD

MAY 2016

2008

200

8

2010

2012

2016
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IMPACT:

ROBOTICS

A Roadmap for US Robqtics
From Internet to Robotics

4 meetings during
summer 2008

Roadmap published
May 2009

Extensive discussions
between visioning
leaders & agencies

EXECUTIVE OFFICE OF THE PRESIDENT
OFFICE OF MANAGEMENT AND BUDGET
WASHINGTON, D.C. 20503

July 21,2010

MEMORANDUM FOR THE HEADS OF EXECUTIVE DEPARTMENTS AND AGENCIE!
FROM:  PeterR Orsza
Director, Offic¥of Madagement and Budget
John P. Holdren

Director, Offic of $cience Technology Policy

cience and Technology Priorities for the FY 2012 Budget

discovery, technological breakthroughs, and innovation are major engines for expan)
tiers of human knowledge and are indispensable for promoting sustainable economic
‘growth, improving the health of the population, moving toward a clean energy future, address;
global climate change challenges managing competing demands on the environment, and
safeguarding our national security.

‘This memorandum follows up on OMB Memorandum M-10-19 by outlining the Administratid
science and technology (S&T) priorities for FY 2012 Budget submissions to the
of Management and Budget (OMB). These priorities for research and development (R&D)
investments and other S&T investments build on priorities already reflected in the American
Recovery and Reinvestment Act, the FY 2010 and 2011 Budgets, and key Administration pol
guidance such as the President’s Strategy for American Innovation. This memorandum also
provides program guidance for S&T activities m Executive Departments and Agencies.

Prioritizing key S&T activities

About OSTP | OSTP Blog

Developing the Next Generation of Robots

Posted by Tom Kall ang Srichar Kota on June 24, 2011 & 1014 AMEDT

Fiwet Qoo +

atCamegie Meilon University, Presicent Obama s iaunching he Ad)
arch infiative that will promote a renaissance of Amencan manufas

ing element of he President's Advanced Manutacunng Parmership s e National
Robots are working for us every day, in counfiess ways. Al home, at work, and on the batiefie
increasingly ifting he burdens of tasks that are dull, drty, or Sangerous.

But they could ¢o even more, 3nd hat's what he Natonal Roboscs InsSatve is all about So g
(the Natonal Science Foundation, the Nasonal Insstutes of Health, NASA, and the United Stal
Agricuiure) are issuing & joint solicitation ?iat will provide «p 1 $70 millien in research fundin)
generation roboscs.

The focus of this infiative s on Geveloping robots that work with or beside people 1D exiend o
capabildes, taking advantage of the different srengths of humans and rodots. In addion 0 &

lechnology needed for nexigenerabon roboscs, Hie ntiatve wil Support 3pphcations such 3

OSTP issues directive to all
agencies in summer 2010
to include robotics in
FY 12 budgets

National Robotics
Initiative announced
in summer 2011

9 June 2016
Marking 5 years of the

(2011 White House Press Release)

2 meetings in Spring, 2016

Report and
Congressional Briefing in
June, 2016

Henrik Chistensen

CCC
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IMPACT: ARCHITECTURE

Workshop on Advancing Computer
Architecture Research (ACAR-1)

Failure is not an Option: Popular Paralle
Programming

Organizers: Josep Torrellas (University of llinois) and Mark Oskin (Uni
of Washington).

Steering Committee: Chita Das (NSF and Penasylvania State University ),
William Harrod (DARPA), Mark Hill (University of Wisconsin), James L
(Microsoft Research), Margaret Martonosi (Princeton University ), Jose Mc
(IBM Rescarch), and Kunle Olukotun (Stanford University).

Written by: Josep Torrellas, Mark
Almadena Chichelkanova, Chita [
Jon Hiller, Sampath Kannan, Krishi
Richard Murphy, Onur Mutlu, Sati
Anand Sivasubramaniam, Kevin Skadron, Karin Strauss, Steven Sw
Dean Tullsen.

Funded by the Computing Research Association’s (CRA) Computing Cod
Consortium (CCC) as a “visioning exercise” meant to promote forward thi
computing rescarch and then bring these ideas 10 a funded program

Held on February 21-23, 2010 in San Dicgo, California
Contact: torrella@illinois.edu; oskin(@cs. washington edu
Websites: hups//www.cra.ong/coc/acar.php; hitp/iacoma.cs.uiuc.odu/acar |

August 2010

Workshop on Advancing Computer
Architecture Research (ACAR-II)

Laying a New Foundation for IT: Compute
Architecture for 2025 and Beyond

Organizers: Mark Oskin (University of Washington) and Josep Torrel
(University of Ilinoks).

Steering Committee: Chita Das (Pennsylvania State University), M{
(University of Wisconsin), James Larus (Microsoft Research), Margal
Martonosi (Princeton University), Jose Moreira (IBM Research), and
Olukotun (Stanford University).

Written by: Mark Oskin, Josep Torrellas, Chita Das, John Davis, Sar

Dwarkadas, Lieven Eeckhout, Bill Fesereisen, Daniel Jimenez,
Martha Kim, James Larus, Margaret Martonosi, Onur Mutiu, Ku
Andrew Putnam, Tim Sher

Funded by the Computer Rese:
Consortium (CCC) as a "visionif
thinking in computer research
program.

Held on September 20-21, 2010 in Seattle, Washington
Contact: oskin@cs, washington.edu; torrella @ilinois. edu
Website: http:/www.cra.org/acar. php

21* Century Computer Architectu

A community white paper

May 2

2012

1. Introduction and Summary

Information and communication technology (ICT) s transforming our  workd
healthcare, education. SCENCE, COMMEerce. ot and entertanmeny
10 rememar that 20 years 290 the fest step in information search involved a trp 10
10 years 50 socil networks were mostly physical, and 5 years 890 “tweets”

cancon characters.

Importantly, much evidence suggests that ICT isnovation is accelrating with many
Vasions moving from $cence fichon towaed realty’. Appendix A both 1ouches upon thy
and seeks to dissl their atiributes. Future visions include personalized medicine 10

and drugs 1 an ndvidual, sophisticated socal network analysis of polential terarsf
8K homeland security. and telepresence 1o reduce the greenhouse gases spent
Future appications wil ngly require g on large. ogenecus
Data™), using distributed designs, workin -
deployment with efficient operason

Two key—but often invisible—enablers

Nokgy and computer archiecture.
transistors (Moore's Law) for roughly
Computier architects tock these rapsd i
tochnques to scale processor perormance and Mitgate MoMory System Lsues
effect of technology and architecture has provided ICT innovators with expor
Qrowth at near constant cost

Because most technology and computer archlecture INNovations were (ntentonally)
higher kayers, appiication and cther software developers coukd reap the benefits of th
without engaging in i Mgher performance has both made more computationaly {
applcations foastio (0.0. Vitud assistants, computer vision) and made Kss

apphcations easer 1 develop by enatiing higher-evel programming abstractons (e

languages and reusable components). Improvements in computer system cost-off
enabled value Creation that could never have been imagned by the fld's four)
distrituted web search sulficently inexpensive 50 s 10 be covered by advertising k|

PCAST. ‘Desigeng » Dgtal Fubwe: Federaty Funded Research and Development Networing and bo
Techrougy Dec 7070 (3 Ywarn anssncune govdes et A S acsetem cetcam 3 regon 3917 ol
¥ CCC. Cratenges and Opporunties wit g Data * Feb 20

recn it e senceract

Josep Torrellas
UIUC

Mark Oskin
Washington

P ) and y (XPS)

PROGRAM SOLICITATION
NSF 13-507

e o Cyoanatmmase
Pt Propanst Deadimeis] 6m by 15 = propenar's v e

A by-hater mamreary of s e s sgicant Changes & praveded o e begring of S0 e i re

s i om m ttn rasy CTa: ME——— Y rraT PSS SIS Patare At et

Ponse sute ot e Saeing it 4 dnsvent o e e of Juianing. e g wadate A ny i 0 e ey o

2012

Mark Hill
Wisconsin

2013
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IMPACT: AGING IN PLACE

Aging In Place Department of Health and Human Services
Part 1. Overview Information
Participating Organizasonls) Natioral lnstiutes of Heath (NH)
Trans-NIH/Interagency Workshop on the Use and Development of Ass Ongartment of Yoleans At VA
September 10-11, 2014 Aging Population and People with Chronic Disabil R !
:m Institutes of Oeves  Agenda  Spaes  Patcots R Computing Community Consortium - o . , .
February 17, 2015" Componests of Participating zations atonal lnstiue on Aging A
e _ e REPORT TO THE PRESIDENT
Drve, Beeaca, WD, Unktad Staes ' Professor of Interactive Computing, Georgia Tech \:: - “:: s SealIragng and
t e o opcy Disorders an
BN OCC Informal Networking Event | Crtass, Alice Borrelli Natonal st of Nursing Research (NINR) Independence’ TeChnOlOgy’ and
Director of Global Healtheare Policy, Intel Otic of Behavicral 3 Socal Scences Fase

- Segtamder 0, 2014 (Wacoascr| SamCatla toral Sci ‘al Enginceri . .
B ety o Bkt S & it B | P ol Agrg P Connection in Older Age

(u2e)

B Opening Remarks | N Suldng 51/4C, Roory

Crin Iturriaga
ional Institutes of Health, National Heart, Lung and Blood Institute

Neurology and Biomedical Engineeris

2C Resource-Reated
en
+ Institutes of Health, Office of the Directo
- New 1 PER ot
o Siewiorek xecutive Office of the President
Gronla B @AM Ovarviow of the warkshap | N Buiding 31 uhl University Professor of ECE and Computer Science, CMU
€3S g T ol e
-, < e -~ o ie ~
John Stankavie Araid Hesces ern President’s Council of Advisors on
Professor, Computer Science, University of Virginia X
Event Contact . . Science and Technology
B0 Participant Introductions | NI Suidng 314 Funding Opportunity Announcemest (FOA) Number RFA'AG’16'021
A Droris. Executive Summary
OB T As baby boomers age, the nation’s elderly population continues to grow. A m
will continue to live in their own home. Meeting this societal need requires a o
- that uddresses the complexity of supporting the quality of life and our 9 Nere March 2016
OM | Suighie o Rualtiosof Digping for Okl aging population. New technologies could potentially allow older adults and p) ’
Event Type remain in their homes longer, reduce health care costs, enhance their quality of
g support to independent caregivers. Norber of Appicatons. Soa Sact Adstor -
In September 2014, the Computing Community Consortium and National Inst
Heart, Lung, and Blood Institute held a workshop to explore the use and devel] = s 0 2 20
technologics. Here we describe the outcomes of the workshop, highlighting th|  C*te0 of Federal Domestic Assistance (CFON 3, 2208, 9085, &
Event Category ‘meet the needs of our aging population and providing specific recommendatiof  Nemberis)
investments.
Funding Opportanity Pusose The purpose of this, Inter-Agercy Funding Ogy
risasuchure % rapiC and eflectve Condct 0
0 ! Contact: Ann W. Drobais, Director, Computing Community Consortium (202 266-2 $ecil emphass on peopie from undemepres

This FOA 's designed % support Colaboratve
valding 3 research infasivuctre that has
existing Sachnologes, and can sccommodte |

Joint NIH/CCC Produced NIH released PCAST Report
Meeting Workshop new RFP March 2016
September Report informed by
2014 February AIP Workshop
2015 October 2015
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COMPUTING COMMUNITY CONSORTIUM (CCC)

Elizabeth D. Mynatt, Chair Mark D. Hill, Vice Chair
Computing Community Consortium Computing Community Consortium

Ann Drobnis, Director
Computing Community Consortium
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